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What is privacy? Proof-of-Concept: Localisation

» There are different concepts and standards; we focus on ~7) * Imaging-free localisation
 Optical-analogue global appearance fingerprint

* Digital micromirror device (DMD) + single-pixel sensor + max hold circuit
* Proof-of-concept 1n simulation

informational privacy
» Cameras motivated the original "right to be left alone"
definition
* Only 0.5% of robotics papers from 1982-2019 mention privacy [1]

 Privacy concerns create social boundaries where current 250 — . . . .
technologies cannot operate
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* Most methods are simply not privacy preserving! [2] g
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* Privacy concerns prevent deployment of robotic systems 1n critical contexts including healthcare, (1 01 102
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L , * Nuanced understanding the different forms of privacy and their technical implementations 1s an exciting
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